
CHALLENGE

The customer is facing 
organizational  challenges 
where they recently had a 

hack and their IT teams 
(network, security etc.) were 

not communicating with each 
other. UNM-Health is looking 
to consolidate to one IT office 

that oversees the entire 
environment. The Microsoft 

Team saw this as an 
opportunity to conduct a 
Security Assessment to help 

consolidate some of the 
scattered solutions that they 

are paying double for into a 
cost effective and streamlined 
tech stack with Microsoft at 

the center. 

SOLUTION

The Security Assessment is the 
solution that would help them get 
a better understanding of what 

they currently have and what they 
can consolidate with their current 

licensing level. UNM-Health are 
currently going through the 
assessment, and we are working 

to help re-training their security 
team on best practices to CAF, 

Zero Trust along with the 
assessment.

OUTCOMES

The assessment is still 
ongoing but one of the main 
recommendations is to 

replace  Splunk with Sentinel. 
UNM-Health are currently 

using both solutions and they 
can get a more robust set of 
features and cost saving 

going with Sentinel, which 
they already have in place. 

eGroup | Enabling 
Technologies are also 
recommending UNM-Health 

go off Proofpoint and use 
Defender with their currently 

A5 licensing.
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