
CHALLENGE

The University of Oregon 
recently executed an Active 
Directory Risk Assessment 

provided by Unified Support. 
University of Oregon does 

not have the staff bandwidth 
to execute the tasks that were 
recommended through the 

ADRAP.

SOLUTION

eGroup | Enabling Technologies 
built out a customized Statement 
of Work that provides deeper 

planning and discovery. It was 
then followed by professional 

services to make the needed 
changes in the Active Directory 
environment which will establish 

a stronger cyber security posture.

OUTCOMES

eGroup | Enabling 
Technologies has met with 
the Dir of IT, CISO and MSFT 

365 applications manager at 
the University. eGroup | 

Enabling Technologies 
provided access to the 
engineering team for 

interviews and won the 
business. The work is 

scheduled to start the week 
of 11/20.
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Nov 2023 EOU-EDU Higher Ed 12,000 
employees
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