
CHALLENGE

Ortec was hit with a ransomware attack that 

encrypted and held their entire data center, 

network, workstations, and user profiles 

hostage.

Post attack, Ortec knew they needed to not 

only rebuild, but strengthen their security 

posture & enlisted eGroup Enabling 

Technologies with the task. 

SOLUTION

Subject Matter Experts at eGroup Enabling 

Technologies came in and were able to assist 

Ortec with rebuilding their governance, Group 

Policy Objects (GPOs), and all-around security 

posture in Microsoft 365. 

These actions permitted their end-users the 

opportunity to collaborate once again after 

being on pause due to the cyber-attack. 

OUTCOMES

The eGroup team rebuilt their M365 

environment.  The team leveraged Ortec’s 

Microsoft 365 E5 licensing to configure an 

organized and scalable M365 environment 

that set their IT operations up to be able to 

manage end users and workstations via 

Endpoint Management. By doing so the team 

was able to help them build security policies 

via Conditional Access and Entra ID to ensure 

end users validate who they are using MFA 

before logging onto the network. 

eGroup experts also helped them configure 

two additional Nutanix nodes to help 

rearchitect their data center.
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